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Identification is when you can identify a user even if they have not 

given you any information

Verification is when you can corroborate information provided by 

the user with other identity data that the company trusts

Authentication is identifying a repeat user either by what the user 

has (e.g. SIM, phone, cookie) or is (e.g. biometric)
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Do you use mobile phone numbers or cellular phones as part of your 
identity verification and authentication approach?

Yes, we use mobile only Planning to use mobile only We use mobile and fixed lines We use fixed lines not mobile

63%

82%

69%
63%

92% 94%

83% 83%

45%

17%
11%

7%
13%

17%

0
6%

0

11%

23%

5%

12%

7%

18% 14%

8%

0 0
6%

24%

8%
13%

4%
0

5%
0 0

17%

0

8%

71%

0%

10%

20%

30%

40%

50%

60%

70%

80%

90%

100%

Total Financial
Technology

(Fintech)

Banking Other
financial
services

Payments E-commerce
/ Online

retail

Dating Gaming Healthcare Other

%
 o

f 
re

sp
o

n
d

en
ts

Do you use mobile phone numbers or cellular phones as part of your 
identity verification and authentication approach?

Yes, we use mobile only Planning to use mobile only We use mobile and fixed lines We use fixed lines not mobile

Note: small samples in Dating and Gaming
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1 2 3 4 5

Voice recording and patterns

Knowledge based answers

In person with personal documents

Photos and document scans

National digital identity scheme

Single factor authentication ( eg email and password)

Card readers, USBs or smartcards

Face ID / iris scanning / fingerprints /other biometrics

Using a KYC (Know your Customer) service

Using a cellular phone for authentication

2 factor or Multi factor authentication

PIN / number codes

1 = not at all important, 5 = very high importance

If you use any of the following methods, how important are they to your 
business - Global
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Accessing the account from an unknown device

Viewing account balances

Ensuring security after a period without login

Verifying high value transactions

Changing Customer Details

New customer registration and onboarding

% of respondents

Are you using, or planning to use, these Authentication for these services -
Global

Using Not using but planning Not planning
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What concerns do enterprises have around the use of SMS OTP?

Security User Experience Management Cost Do not use SMS OTP
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What concerns do enterprises have around the use of SMS OTP?

Security User Experience Management Cost Do not use SMS OTP

Note: small samples in 
Dating and Gaming
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Global survey covering 9 key countries - Brazil, France, Spain, 
Germany, UK, South Africa, Indonesia, India, USA. 30 - 70 
enterprises per country.

Enterprise size segments by employees: 251 – 1000, 1001 –
5000,5001 – 10000, 10001 – 25000, 25000+. All with responsibility 
for PD&I.

Cross sector focus on core segments – Financial Technology 

(Fintech) Banking, Other financial services, Payments, E-commerce 

/ Online retail, Dating, Gaming. Healthcare. Other (15%).

Target respondent - Chief Marketing Officer, Head of Product, Head 
of Customer Experience (CX) or User Experience (UX), Head of 
Strategy, Head of Fraud / Fraud Prevention, Head of Know your 
Customer (KYC), Head of Identity / authentication.

Methodology - online survey designed by MEF, managed by an 
external agency, with MEF and Boku data analysis and reporting.
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https://twitter.com/MEF
https://www.youtube.com/channel/UCNW_2WJVksCG1e4Fknkyu2A
https://www.linkedin.com/company/mobile-ecosystem-forum/
https://www.facebook.com/MobileEcosystemForum/

